
COPENHAGEN, Denmark, August 9, 2018 – Napatech™ (OSLO: NAPA.OL), the leading provider of 
reconfigurable computing platforms, today announced that one of Central Europe’s leading cybersecurity 
government agencies has selected Napatech’s FPGA-based SmartNIC software and hardware to strengthen its 
national security posture within new lawful interception applications.  

Lawful interception refers to the methods and procedures by which government agencies with legal 
authorization can selectively monitor individuals’ communications. Modern lawful interception applications are 
complex, requiring electronic surveillance of IP-based voice, video and data communications that are often 
encrypted.

The agency and their IT services design and integration partner chose Napatech’s reconfigurable computing 
platform as the foundation for their next-generation lawful interception system. The solution uniquely met the 
challenging requirements of their lawful interception application by providing lossless, line-rate networking 
performance from 1 to 100 Gigabits, with high-precision nanosecond timestamping. Its open-system approach 
allows it to be deployed in standard server platforms, radically reducing system costs and making wide-scale 
deployments practical. Finally, the highly programmable nature of the FPGA-based SmartNICs ensures the 
platform can easily and quickly adapt to new applications that adversaries may exploit to evade surveillance. 

Jarrod J. S. Siket, chief marketing officer of Napatech, said: 
“Government and enterprise IT organizations are deploying a wide range of software applications on standard 
server platforms. Our reconfigurable computing platform improves the performance of networking and security 
applications with the most challenging performance requirements.”

ABOUT NAPATECH

Napatech helps companies to reimagine their business by bringing hyperscale computing benefits to IT 
organizations of every size. We enhance open and standard virtualized servers to boost innovation and release 
valuable computing resources that improve services and increase revenue. Our Reconfigurable Computing 
Platform™ is based on a broad set of FPGA software for leading IT compute, network and security applications 
that are supported on a wide array of FPGA hardware designs. 
Additional information is available at www.napatech.com

NO FORWARD-LOOKING STATEMENTS

This press release may contain forward-looking statements which are only predictions and may differ materially 
from actual future events or results due to a variety of factors, including but not limited to, business conditions, 
trends in the industry and markets, global economic and geopolitical conditions, macro-economic factors, and 
other risks and uncertainties set forth in Napatech’s reports. The matter discussed in this release is based on 
current expectations and may be subject to change. Napatech will not necessarily update this information.

For details, visit us at www.napatech.com
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